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December 22, 2023 
 
Via Email 
 
Jennifer Bagby     Allan Slagel 
Deputy Corporation Counsel    Counsel for the City of Chicago 
City of Chicago Department of Law   Taft Stettinius & Hollister LLP 
121 North LaSalle St., Room 600   111 East Wacker, Suite 2800 
Chicago, IL 60602     Chicago, IL 60601 
jennifer.bagby@cityofchicago.org   aslagel@taftlaw.com 
 
Maggie Hickey     Christopher G. Wells 
Independent Monitor     Chief, Public Interest Division 
ArentFox Schiff     Office of the Illinois Attorney General 
233 South Wacker Drive, Suite 7100   100 W. Randolph Street, 12th Floor 
Chicago, IL 60606     Chicago, IL 60601 
maggie.hickey@afslaw.com     Christopher.Wells@ilag.gov 
        
Dear Counsel and Monitor Hickey: 

We write on behalf of the Coalition regarding the Chicago Police Department’s (“CPD”) 
revised draft Body Worn Cameras Policy (Special Order S03-14) (the “policy”), dated December 
1, 2023.  

As you know, this is not the Coalition’s first time commenting on this policy. The 
Coalition’s December 23, 2022 letter provided extensive recommendations to improve the prior 
version of this policy. CPD adopted none of them. Nor did CPD explain to the Coalition why it 
rejected each and every one of our suggestions. This letter therefore reasserts the Coalition’s 
recommendations and proposed best practices.   

The letter also raises at the outset significant concerns about apparent conflicts between the 
proposed policy and recently-negotiated provisions in the Collective Bargaining Agreement 
(CBA) between the City and the Fraternal Order of Police (FOP), the union that represents the 
majority of CPD officers. 

I. Potential Conflicts Between the Policy and FOP Contract  

First, the Coalition is confused and dismayed that the City and CPD apparently negotiated 
terms with the FOP that are, at best, confusing for officers and, at worst, could be read to provide 
officers with contractual rights to disobey CPD’s policy requirements regarding body worn 
cameras (“BWCs”) that are mandated by the Consent Decree and, in some cases, Illinois statute.  
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CPD must clarify in the current draft of the policy that, in the event of a conflict between 
the policy and the FOP contract, officers are required to obey CPD policy. And in future contract 
negotiations, CPD and the City must work to revise the terms of the FOP contract to bring them 
into conformance with Illinois law, the Consent Decree, CPD policy, and best practices regarding 
the recording, supervision, and retention of BWC footage.  

A. Use of BWC Recordings In Disciplinary Investigations 

The Consent Decree’s provisions (¶ 464) on evidence-gathering for officer misconduct 
investigations require COPA and the BIA to “collect[] and consider all relevant circumstantial, 
direct, and physical evidence, including officer-recorded audio or video taken with body-worn 
cameras or other recording devices.” (emphasis added). Further, the Consent Decree requires that 
“[t]he use of body-worn cameras will be designed to increase officer accountability, improve trust 
and CPD legitimacy in the community, and augment CPD’s records of law enforcement-related 
activities.” ¶ 236. Thus, the Decree contemplates the broadest possible use of BWC footage during 
disciplinary proceedings to promote transparency and officer accountability. 

However, Section 8(d) of the CBA Term Sheet directly undermines ¶¶ 236 and 464 of the 
Consent Decree by purporting to prohibit use of certain BWC footage in disciplinary proceedings 
and allowing deletion of certain footage:  

Recordings captured by inadvertent camera activation that are prohibited by the 
foregoing [CBA provisions] shall be identified, protected and reviewed by the 
appropriate Departmental authority to determine proper action (including but not 
limited to deletion upon determination that the recording is not a public record and 
therefore not required to be maintained)[.] No disciplinary action in response to 
any conduct captured on the recording may be taken unless it is in conformance 
with the Law Enforcement Officer-Worn Body Camera Act (50 ILCS 706/10-1 et 
seq) and the collective bargaining agreement. 

(Emphasis added.)  

Further, the “deletion” of BWC recordings that are supposedly prohibited by the CBA 
would violate the BWC policy’s retention provisions as they are currently drafted, which require 
that all BWC recordings be retained for 90 days and certain categories (e.g., officer-involved 
shootings) for at least two years. Sec. XII. 

B. Officers Viewing BWC Footage Prior to Writing Reports 

The BWC policy as currently drafted—and as mandated by Illinois statute, 50 ILCS 
706/10-20(a)(6)(A)(i)—prohibits officers from reviewing BWC footage prior to completing 
incident reports in two circumstances: (a) when an officer is involved in or witnesses an “officer-
involved” shooting, use of deadly force, or use of force resulting in great bodily harm; and (b) 
when an officer is ordered to write a report in response to a misconduct investigation. Sec. 
VII.B.6.a.  

Section 8(i) of the CBA Term Sheet states: “Unless prohibited by law, Department 
members may review their BWC recording of an incident prior to writing a report related to the 



3 

incident. The member will document this fact in the narrative portion of the report. This includes 
but is not limited to case reports arrest reports, TRRs, and investigatory stop reports.” 

While the carve-out for prohibitions “by law” may technically allow the CBA to conform 
with the Law Enforcement Officer-Worn Body Camera Act, 50 ILCS 706/10-20(a)(6)(A)(i), 
Section 8(i) of the CBA is likely to confuse officers about when they can and cannot view BWC 
footage before writing an incident report.  It therefore risks tainting investigations of officer use of 
force and officer misconduct.  

Section VII.B. of the BWC Policy should be revised to make clear that the policy’s 
prohibition against officers reviewing BWC footage in the enumerated circumstances (i.e., an 
“officer-involved” shooting, use of deadly force, or use of force resulting in great bodily harm; or 
when an officer is ordered to write a report in response to a misconduct investigation) is mandated 
by state law and supersedes the CBA’s permissive language allowing the review of footage prior 
to writing reports. 

C. Officer Conversations During Non-Law Enforcement Activities 

Section VI of the BWC policy, as currently drafted, (a) narrowly tracks Illinois law’s 
prohibition on surreptitiously recording “private conversations,” Sec. VI.B., and (b) bans recording 
of “personal activities” of officers, Sec. VI.A.5.     

However, section 8(a) of the CBA Term Sheet more broadly states: “BWCs shall not be 
intentionally activated to record conversations with other employees with or without their 
knowledge during routine, non-law enforcement activities[.]” Prohibiting officers from recording 
conversations with other officers during “routine, non-law enforcement activities” is inconsistent 
with Section V.4. of the policy, which states that officers “may utilize discretion to activate the 
BWC for non-law-enforcement-related activities,” including in situations that “serve a proper 
police purpose,” may help with “written reports, evidence collection, investigations, and court 
testimony,” or when the officer is engaged in “community caretaking functions.” (Emphasis 
added.) Again, this discrepancy must be clarified in the policy.  

D. “Post-Incident Conversations” Between Officers 

The BWC policy dictates when officers can and cannot deactivate their BWCs after an 
officer-involved death, firearm discharge, or any other use of force incident. In such circumstances, 
the policy as currently drafted prohibits officers from deactivating their BWCs until the highest-
ranking on-scene supervisor “has determined that the scene is secured.” Sec. V.B.1.a.(4); Sec. X.A. 
Thus, under the policy, any “post-incident conversations” that occur before the on-scene 
supervisor has determined the scene is secured must be recorded. 

In contrast, Section 8(b) of the CBA Term Sheet states: “BWCs shall not be used in 
. . . post-incident conversations with any Department members or supervisors.”  The CBA’s ban 
on recording “post-incident conversations” between officers therefore is inconsistent with the 
BWC policy’s provisions on recording in the aftermath of an officer-involved death, firearm 
discharge, or any other use of force incident.  
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E. Turning Off BWCs  

Finally, section 8(j) of the CBA Term Sheet states: “An Officer required to wear BWC has 
the option to turn off the BWC during times in which the officer is not actively engaging the public 
(e.g., while on break, or attending court).” 

Assuming that “turn off the BWC” means to fully power off the BWC—so that the BWC 
is no longer in “buffering mode”—this appears to conflict with the BWC policy. The policy 
requires officers to keep their BWC “on buffering mode” throughout their “tour of duty,” so that 
when an officer “activates” their BWC, it automatically saves 120 seconds of footage prior to 
activation. Sec. VII.A.4.; Sec. II.C. The only circumstance in which the BWC policy appears to 
permit officers to turn their BWC off is during “appearances at court or hearings.” Sec. VI.A.3. 
But the CBA language extends more broadly to any time “in which the officer is not actively 
engaging the public.” If officers are permitted to turn their BWCs off of buffering mode whenever 
they are not “actively engaging the public,” it would make it impossible to capture footage of the 
120 seconds pre-activation during those periods. Officers may very well interpret the phrase “not 
actively engaging the public” as covering broad swaths of their shift, leading officers to disable 
for long periods an important feature designed to ensure that BWCs capture the full context of any 
encounter with a community member, including those that begin abruptly.   

These apparent discrepancies must be clarified such that the BWC policy controls over any 
conflicting provisions of the CBA.   

II. Revisions Required to the BWC Policy 
 
A. Deactivation After Use of Force Incidents 

The policy allows officers who were present when an officer shot, killed, or used force 
against a person to turn off their BWCs  as soon as the highest-ranking on-scene supervisor “has 
determined that the scene is secured.” Sec. V.B.1.a.(4); Sec. X.A. This allows officers to shut off 
their BWCs within minutes of shooting or killing someone. For example, after the 2021 CPD 
officer killing of 13-year-old Adam Toledo, officers at the scene were instructed to turn off their 
BWCs just eight minutes after Toledo was killed. See Bob Chiarito, Why Were Police Told To 
Turn Off Body Cameras Minutes After Adam Toledo Shooting? It’s Standard Policy, Department 
Says, Block Club Chicago, Apr. 12, 2021, https://blockclubchicago.org/2021/04/12/why-were-
police-told-to-turn-off-body-cameras-minutes-after-shooting-adam-toledo-its-standard-policy-
police-sergeant-says/. CPD confirmed that the officers at the scene of Toledo’s killing were 
“follow[ing] department directives in shutting off their cameras after several minutes.” Id.  

Allowing officers who commit or witness the most serious violence against community 
members to shut off their BWCs at a supervisor’s unilateral determination that the scene is 
“secured” conceals the aftermath of officer violence—when transparency is critical. Allowing 
BWCs to be turned off also enables officers to collude and coordinate stories. This is a 
documented, systemic problem within CPD, which impairs COPA’s ability to investigate officer 
violence and the public’s ability to hold officers accountable. The DOJ Report found several 
examples of officers colluding with one another after using deadly or serious force against a 
person—most notably in the aftermath of the murder of Laquan McDonald, the catalyst for the 
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investigations and litigation leading to the Consent Decree. DOJ Report 57–58, 60. DOJ found “a 
culture in which officers have felt free to compare their accounts before meeting with 
investigators.” Id. at 61. 

In order to counteract this ingrained code-of-silence culture and prevent officer collusion, 
the policy should require the following: Whenever an officer is involved in or a witness to a 
reportable force incident (or another incident that requires notification to COPA), the officers must 
be prohibited from deactivating their BWCs until the end of their tour of duty or until they submit 
to a COPA interview, whichever is earlier. DOJ expressly called for this. It recommended that 
“conversations” between “involved officers, witness officers, and civilian witnesses . . . be 
monitored to avoid contamination prior to interviews” and “to prevent collusion.” DOJ Report 
152–53.  

B. Supervision and Accountability  

 If used and implemented appropriately, BWCs can be an extremely important tool for 
ensuring effective supervision of officers and meaningful accountability for officer misconduct. 
As the DOJ Report explained: “Real-time audio and video footage of alleged misconduct is one of 
the most effective tools in overcoming the code of silence and making credibility determinations.” 
Id. at 77. Yet, this policy fails to ensure that BWCs are the tool for effective supervision and 
accountability that they can be.  

First, the policy’s system of randomized supervisor review of BWC footage is inadequate. 
The policy requires that each district watch operations lieutenant (“WOL”) review only one 
“randomly selected BWC recording on their respective watch per tour of duty” to ensure that the 
officers’ recorded conduct complies with CPD policy and to assess the need for additional training 
or corrective action. Sec. VIII.G. Meaningful supervision requires far more than having WOLs 
watch only a single recording per tour of duty. Under that system, misconduct will constantly 
evade review. Instead, each district WOL should be required to review all BWC footage related to 
a statistically significant number of incidents per tour of duty.1 And Sergeants should be required 
to do the same.  

Second, the policy fails to require supervisory officers who are “investigating a complaint 
against an officer” to examine BWC recordings for evidence of officer wrongdoing. Sec. VIII.C.1. 
The policy merely states that the “supervisor is encouraged to view the relevant BWC recording 
for evidence of the allegation of misconduct or complaint.” Sec. VIII.C.1.NOTE (emphasis added). 
This weak language makes meaningful supervisory review of BWCs optional. Instead, the policy 
should require supervisors investigating complaints to look for evidence of misconduct in all BWC 
footage relating to the incident. The current draft’s hazy language perpetuates the problems of the 

 
1 At the Coalition’s June 21, 2022 meeting with the Court, the Independent Monitor, the City, and the Office 
of the Attorney General, then-CPD General Counsel Dana O’Malley stated that each WOL must watch all 
BWC footage related to one incident per watch—which often means watching videos from multiple 
officers’ cameras to assess officer conduct during the incident. In addition to our recommendations above, 
the policy must be revised so that the process for randomized review comports with the process described 
by Ms. O’Malley. Otherwise, supervisors will review only a partial and incomplete snapshot of the incident 
and could very well miss key facts captured at other moments and from other perspectives. 
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former BWC policy, which the DOJ Report found “insufficient” due to its use of “vague or 
confusing” directives. DOJ Report 78.  

Third, the policy fails to require supervisory officers to review the relevant BWC 
recordings when determining whether an arrest conducted by a subordinate officer was supported 
by probable cause. The policy again uses weak, vague language that makes it optional for the 
supervisor to watch the BWC footage when signing off on an arrest: “The watch operations 
lieutenant (WOL) will[,] whenever operationally feasible, review video of any arrest recorded by 
a BWC as part of the approval of probable cause.” Sec. VIII.F.2. (emphasis added). Instead, the 
policy should require supervisors to watch all relevant BWC videos as part of verifying that an 
arrest is supported by probable cause. Instituting this layer of supervision is critical to counteract 
the well-documented pattern of CPD officers arresting people on false or unsubstantiated grounds 
in order to cover up misconduct by presenting a false justification for officers’ excessive force—
referred to as a “cover charge.” See DOJ Report 32, 79; Jonah Newman, Chicago Police Use 
‘Cover Charges’ To Justify Excessive Force, The Chicago Reporter, Oct. 23, 2018, https://
www.chicagoreporter.com/chicago-police-use-cover-charges-to-justify-excessive-force/.  

 Fourth, the policy fails to require any supervisory review of BWC footage taken during 
home raids. We understand this topic is currently the subject of the Coalition’s and CPD’s ongoing 
negotiations of CPD’s Search Warrant policy. After those negotiations have concluded and the 
revised Search Warrants policy is finalized, the BWC policy should be revised to include the 
circumstances in which supervisory review of BWC footage of a home raid is required. It is 
important to include these requirements in the BWC policy in addition to the Search Warrants 
policy because the BWC policy sets forth the specific circumstances in which “Department 
supervisors are required to view [BWC] recordings.” Sec. VIII.C. Omitting home raids could leave 
supervisors with the incorrect impression that they are not responsible for reviewing BWC videos 
of home raids.  

C. Oversight to Ensure Compliance with BWC Requirements  

The policy lacks adequate oversight and accountability structures to ensure that individual 
officers, and CPD as a whole, are complying with the policy’s BWC requirements. “[L]ong-term 
oversight” and “accountability measures” are vital to CPD’s “successful” use of BWCs. DOJ 
Report 78–79. As DOJ concluded: “[O]fficers have become used to ignoring CPD rules requiring 
them to use . . . body-cams because such behavior was not being investigated or punished,” and 
therefore “[i]t will take committed effort for CPD and IPRA [now COPA] to undo this attitude.” 
Id. Despite DOJ’s clear admonition, the policy’s oversight components are deficient in a number 
of respects. 

a. CPD’s Audit Division  

The policy establishes insufficient, minimal, and vague audit requirements. The policy 
states that the “Audit Division will regularly audit[] samples of BWC recording to assess the 
Department member’s use of BWCs and compliance with this policy to identify any trends that 
warrant changes to policy, training, tactics, equipment, or Department practices.” Sec. IX.D.1. 
This is not sufficient. The policy should specify the frequency of such audits and require that each 
audit must be based on review of a statistically significant sample of BWC footage for the relevant 
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time period. Further, the policy should require auditing to ensure that CPD is complying with the 
SAFE-T Act’s “flagging” requirement, pursuant to which certain categories of videos (e.g., 
officer-involved shootings) must be retained for at least two years (as opposed to 90 days). 50 
ILCS 706/10-20(a) (7) (B). The policy should also explicitly require the Audit Division to refer 
any officers for investigation by BIA or COPA if the Audit Division’s review has identified a 
potential violation of law or policy.  

In addition, the policy should require the Audit Division to prepare at least annual public 
reports describing BWC-use audits and its findings and recommendations for corrective action. 
CPD’s consistent refusal to release publicly Audit Division reports, via FOIA or otherwise, is 
unacceptable. The dual purpose of an audit report is to verify that CPD is following its own policies 
and to assure the public that CPD is holding itself accountable to its own policies. Cloaking Audit 
Division reports in secrecy is antithetical to the transparency principles that undergird the Consent 
Decree. The policy should require public release of these audits or, at a minimum, an annual public 
report explaining the methodology and findings of each audit conducted during the previous year 
and recommendations for corrective action.  

Finally, there is nothing in the policy to ensure that CPD will actually implement the Audit 
Division’s recommended “changes to policy, training, tactics, equipment, or Department 
practices.” Sec. IX.D.1. The policy should require the Department to address the Audit Division’s 
findings and enact its recommendations. There should be specific deadlines for the Chief of 
Operations to respond to the Audit Division’s reports/recommendations in writing and to 
implement those recommendations. Other CPD policies set forth precisely this type of feedback 
loop.  

One instructive example is the Department Review of Foot Pursuits Policy (G03-07-01). 
Under that policy, if the Tactical Review and Evaluation Division (“TRED”) recommends some 
corrective action at the unit-level or Department-level, the relevant unit commanding officers “will 
ensure” that “the recommendation is appropriately implemented”; will provide TRED with an 
“initial response” to the recommendation within 14 days; and will notify TRED of the status of 
implementation, including when implementation is complete. See G03-07-01, Sec. III.E. The 
BWC policy should contain analogous provisions to ensure that the Chief of Operations and unit-
level commanding officers implement any BWC recommendations from the Audit Division.  

b. Supervisory Officers’ Responsibilities for BWC Compliance 

Beyond requiring periodic audits by the Audit Department, the policy must ensure that 
routine supervision and corrective action regarding BWC use is integrated into supervisory 
officers’ daily responsibilities over their subordinate officers. The policy should be revised to 
require that supervisors (a) randomly review incident reports and other documentation to identify 
officers who have failed to activate their BWCs as required, and (b) give extra scrutiny to officers 
who have a history of failing to activate their BWCs when required. To implement this 
recommendation, CPD must restructure its staffing to ensure that supervisors have a consistent 
group of subordinates, as required under the “span of control” and “unity of command” provisions 
of the Consent Decree, ¶¶ 357–68.  
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c. Body Worn Camera Program Evaluation Committee 

The policy creates a Department-wide Body Worn Camera Program Evaluation Committee 
that meets quarterly to ensure that the BWC program is operating “within compliance of the law, 
Department policies, and best practices.” Sec. XIII.B.1. The policy fails to ensure that this 
committee will promote transparency and accountability in BWC use and supervision.  

As an initial matter, the policy should more clearly distinguish the difference between the 
oversight function of the Audit Division and that of the Evaluation Committee. More problematic 
is that the Evaluation Committee, as currently constituted, is toothless. Just like the deficiencies in 
CPD’s proposed policy for the Audit Division addressed above, there is nothing in the policy to 
ensure that the Committee’s recommendations lead to real, operational changes. Specifically, the 
policy requires the Committee to “refer[] any recommended Department-wide actions (e.g., 
training and policy recommendations) based on observed or reported trends . . . to the appropriate 
Department unit responsible for the implementation.” Sec. XIII.B.2. Merely “referring” 
recommendations to the appropriate unit is not enough. The policy should add a feedback loop to 
ensure that the given unit has in fact implemented the recommended corrective action. The BWC 
policy should adopt similar provisions as those already in existence in CPD’s foot pursuit policy 
for implementing TRED’s recommendations for changes to policy and practice. See G03-07-01, 
Sec. III.E. Doing so would establish the necessary feedback loop and ensure that unit-level 
commanding officers implement any recommendations of the Body Worn Camera Program 
Evaluation Committee. 

D. Recording Related to Consent Searches 

 While the policy requires BWC recording of “requests for consent to search” and the search 
itself, Sec. II.I.10–12, the policy should expressly require officers to record the person’s response 
or lack of response to the officer’s request for a consent search.  

Whether an individual consented to an officer’s request for a consent search is a “factual 
assessment which turns on the totality of the circumstances.” United States v. Johnson, 495 F.3d 
536, 541 (7th Cir. 2007). Factual disputes often arise regarding whether consent was freely and 
voluntarily given. Numerous factors can contribute to a lack of free and voluntary consent. A large 
body of research shows that most people respond affirmatively to a law enforcement officer’s 
request for a consent search, even when they do not want to consent and in fact feel coerced to do 
so. In a 2019 study of people’s responses to requests to search their cellphones: 
 

Ninety-seven percent of participants faced with an onerous and intrusive request 
complied, mostly without hesitation or demurral. Yet the vast majority of 
participants who were sitting in the exact same seat and looking at the exact same 
experimenter averred that a reasonable person would refuse to hand over their 
phone if asked. They also stated that they themselves would refuse to grant such a 
request. 

 
Roseanna Sommers & Vanessa K. Bohns, The Voluntariness of Voluntary Consent: Consent 
Searches and the Psychology of Compliance, 128 Yale L.J. 1962, 1987 (2019). The researchers 
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concluded that people systematically underestimate whether they would comply with an intrusive 
search request made in a laboratory setting (as was the experiment in question) or in the real world. 

For all of these reasons, the policy should require officers to record a person’s response (or 
lack thereof) to the request for a consent search.  

E. Recording of Home Raids 

 After the revised Search Warrants policy is finalized, the BWC policy should expressly 
incorporate the Search Warrants policy’s requirement that “[a]ll Department members on the scene 
of the service of a search warrant . . . will wear a body-worn camera (BWC) and activate the BWC 
to event mode to record the service of the search warrant[.]” S04-19, Sec. VI.B. Currently, the 
BWC policy addresses the use of BWCs during home raids only in an indirect and confusing 
manner: as an exception to the general ban on recording inside a person’s residence. See Sec. 
VI.A.1.b. A clearer and more specific requirement mandating BWC recording during home raids 
is essential, particularly because CPD’s Search Warrants policy refers officers to the requirements 
of the BWC policy. See S04-19 Sec. IV.D.3.a.; Sec. IX.C.2.; Sec. IX.D.1.a. An officer reading 
CPD’s policy on BWCs should have no uncertainty about the imperative of recording during a 
home raid. Indeed, given CPD’s documented pattern of violent and traumatic home raids, the 
accountability and transparency afforded by BWC recording is particularly important in this 
context. This is especially true for members of SWAT and other specialized units that commonly 
execute home raids and that CPD has previously failed to equip with BWCs. See, e.g., Heather 
Cherone, Chicago Officer Who Shot, Killed Man Sunday Was Not Equipped With Body-Worn 
Camera, WTTW (Apr. 4, 2022), https://news.wttw.com/2022/04/04/chicago-officer-who-shot-
killed-man-sunday-was-not-equipped-body-worn-camera.  

F. Restrictions on Officers Viewing BWC Footage  

The policy prohibits officers, in certain circumstances, from viewing BWC footage before 
writing their initial incident report. See Sec. VII.B.6.a. (when an officer is involved in or witnesses 
an “officer-involved” shooting or death; use of deadly force or force resulting in great bodily harm; 
or if an officer is “ordered to write a report in response to a complaint or misconduct 
investigation.”). However, there is nothing in the policy to enforce this prohibition. CPD should 
add a mechanism for verifying that officers have not watched the video footage before writing an 
incident report in circumstances where doing so is prohibited. An example of one such mechanism 
would be the following: Every time an officer views a recording on CPD’s “Evidence.com” 
platform and enters their unique user access credentials (see Sec. XI.C.), the platform should 
generate a timestamp. Then, as part of reviewing an incident report, the supervising officer should 
be required to verify, based on the Evidence.com timestamps, that the reporting officer did not 
watch the footage prior to finalizing their incident report. 

Additionally, in the circumstances where officers are prohibited from viewing BWC 
footage before writing their initial incident report, they should also be expressly prohibited from 
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viewing the footage before being interviewed by COPA or BIA regarding that same incident.2 This 
prohibition would help ensure that officers do not receive a preview of the evidence before being 
interviewed, which preserves the integrity of COPA’s and BIA’s investigations by making it 
harder for officers to coordinate and fabricate their interview statements. DOJ specifically 
recommended that CPD “[c]onsider prohibiting involved officers, witness officers, and civilians 
from viewing footage from . . . body cameras . . . before their interview with IPRA [now COPA].” 
DOJ Report 153.  

G. Recording in Medical Facilities 

The policy presumptively bans BWC recording in “medical facilities.” The policy states: 
“The BWC will not be activated to record . . . inside medical facilities, except when directly 
relevant and necessary to a law enforcement investigation and approved by the member’s 
immediate supervisor.” Sec. VI.A.2. However, the state law requiring police officers to use BWC, 
the Law Enforcement Officer-Worn Body Camera Act (the “Body Camera Act”), 50 ILCS 706/10-
10 et seq., contains no such exception to its mandatory requirement that “[c]ameras must be turned 
on at all times when the officer is in uniform and is responding to calls for service or engaged in 
any law enforcement-related encounter or activity that occurs while the officer is on duty.” Id. 
§ 10-20(a)(3).  

CPD should consider whether the policy’s carve-out for “medical facilities” is consistent 
with the statutory obligation to record all “calls for service” and “law enforcement-related 
encounter[s].” To the extent the policy’s “medical facilities” exemption is inconsistent with that 
statutory obligation, CPD should revise the policy. At a minimum, CPD should clarify the vague 
and undefined policy terms “relevant and necessary to a law enforcement investigation” in order 
to give officers and supervisors clear guidance about the BWC requirements in a medical setting.  

H. Minimum Required Recording Capability 

The policy fails to comply with an important equipment requirement of the Body Camera 
Act. Specifically, the statute requires that BWCs “must be capable of recording for a period of 10 
hours or more” (unless purchased prior to 2015). 50 ILCS 706/10-20(a)(2). The Act mandates that 
this requirement be “include[d]” in each law enforcement agency’s “written policy.” Id. CPD’s 
policy should therefore be revised to include this requirement. 

I. Community Engagement 

CPD did not conduct adequate community engagement in developing this policy. The 
Coalition raised this concern in its December 2022 letter on the prior version of the policy. In the 
one year since, CPD has not consulted with the Coalition about this policy. Nor did CPD 

 
2 The prohibition on watching BWC recordings prior to a COPA or BIA interview would also require 
revising draft Special Order S08-01-05 (“Conducting Log Number Investigations”). As the Coalition has 
previously noted, Section II of that policy currently prohibits an accused officer from reviewing evidence 
until the officer is notified by BIA “that he or she is permitted to [review the evidence],” but the provision 
does not specify when they may see the evidence. The bright line should be after the officer is interviewed. 
See Coalition’s May 13, 2022 Letter to the Parties and Independent Monitor re CPD’s BIA Policy Suite, at 
p. 5. 
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incorporate input from other community members or groups, as is clear from the fact that the 
policy is essentially unchanged from the prior version. Transparency concerning officer conduct 
during interactions with community members and accountability for officers who violate policy or 
the law during these interactions—including policy and law relating to use of force, the treatment 
of youth and people with disabilities, and biased policing—are core Coalition priorities and are of 
central importance to Chicago’s communities. As a result, this policy does not reflect the input of 
communities who suffer from police misconduct and are most impacted by tools, like BWCs, that 
are critical for holding officers accountable for wrongdoing. 

* * * 

The U.S. Department of Justice’s (“DOJ”) pattern-or-practice investigation of CPD found 
that “[t]ransparency tools like dash- and body-cameras have perhaps unmatched potential to 
simultaneously confront the [CPD’s] recognized code of silence and make the City safer for both 
officers and civilians.” U.S. Dep’t of Justice, Investigation of the Chicago Police Department 79 
(2017) [hereinafter “DOJ Report”]. But “[s]trong foundational policies and long-term oversight is 
necessary to ensure their potential is realized.” Id.  To promote those ends, we urge CPD to revise 
this policy, adopt the above recommendations, and undertake meaningful engagement with 
impacted communities. 

Sincerely,  
 

Amanda Antholt 
Ruben Bautista 
Sheila Bedi 
Alexandra Block 
Kara Crutcher 
Vanessa del Valle 
Craig Futterman  
Michelle García 
Joshua Levin 
 
Attorneys for the Coalition 
 

Cc:  
Karyn Bass-Ehler 
Mary Grieb 
Amy Meek 
Anthony-Ray Sepúlveda 

 


